
Cybersecurity
Packages
Our cybersecurity bundled offerings simplify
cybersecurity and cost-effectively
reduce the risk of a cyberattack.

Our cybersecurity bundled offerings
are based on your cybersecurity
maturity level and our experience
reducing cybersecurity risk.

We created these packages to help
you cost-effectively secure your
organization from cybercriminals,
while also meeting compliance
objectives.
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�   (307) 317-8884

Blue Goat Cyber
PO Box 20310
PMB 45092
Cheyenne, Wyoming 82003-7007

Cybersecurity Crawl Package
Our Cybersecurity Crawl Package is the perfect starter
package for organizations that are not sure of their
cybersecurity maturity level. 

This package focuses on the 3 attack vectors: external,
internal, and people.

Main Objective: Identify and rank order the vulnerabilities
in your environment.

*Pricing is based on the following factors: number of external
facing systems, number of internal systems, number of
wireless access points, and number of users.

Price Range: Starts at $7750

Services Included:
External Black Box Penetration Testing

Internal Vulnerability Assessment

Phishing Exercise

Wireless Penetration Test

Cybersecurity Walk Package
Our Cybersecurity Walk Package is the perfect package
for organizations that have implemented a few cyber-
security tools and want to validate their security. 

*Pricing is based on the following factors: number of external
facing systems, number of internal systems, number of users,
number of wireless access points, and web application
information.

This package focuses on the 3 attack vectors: external,
internal, and people.

Main Objective: Identify and rank order the true cyber-
security risk to your environment.

Price Range: Starts at $9750

Services Included:
External Black Box Penetration Testing

Internal Black Box Penetration Testing

Phishing Exercise

Wireless Penetration Test

Web Application Penetration Testing (Optional)

Cybersecurity Run Package

Our Cybersecurity Run Package is perfect for organizations that feel they have a decent handle on cybersecurity and
want to validate their cybersecurity controls. 

This package focuses on the 3 attack vectors: external, internal, and people.

Main Objective: Identify and rank order the true cybersecurity risk to your environment with an emphasis on insider threat.

*Pricing is based on the following factors: number of external
facing systems, number of internal systems, number of users,
number of wireless access points, and web application
information.

Price Range: Starts at $12,750Services Included:
External Black Box Penetration Testing

Internal Gray Box Penetration Testing

Phishing Exercise

Wireless Penetration Test

Web Application Penetration Testing (Optional)

Packages


